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Nuclear Regulatory Commission § 25.21

which is to be forwarded to NRC un-
opened. No licensee, licensee contrac-
tor official, or other person at a facil-
ity is permitted to review Part 2 infor-
mation);

(ii) Two standard fingerprint cards
(FD–258);

(iii) Security Acknowledgment (NRC
Form 176); and

(iv) Other related forms where speci-
fied in accompanying instructions
(NRC Form 254).

(2) Only a Security Acknowledgment
(NRC Form 176) need be completed by
any person possessing an active access
authorization, or who is being proc-
essed for an access authorization, by
another Federal agency. The active or
pending access authorization must be
at an equivalent level to that required
by the NRC and be based on an ade-
quate investigation of not more than
five years old.

(e) To avoid delays in processing re-
quests for access authorizations, each
security packet should be reviewed for
completeness and correctness (includ-
ing legibility of response on the forms)
before submittal.

(f) Applications for access authoriza-
tion or access authorization renewal
processing that are submitted to the
NRC for processing must be accom-
panied by a check or money order, pay-
able to the United States Nuclear Reg-
ulatory Commission, representing the
current cost for the processing of each
‘‘Q’’ and ‘‘L’’ access authorization, or
renewal request. Access authorization
and access authorization renewal fees
will be published each time the Office
of Personnel Management notifies the
NRC of a change in the rates it charges
the NRC for the conduct of investiga-
tions. Any changed access authoriza-
tion or access authorization renewal
fees will be applicable to each access
authorization or access authorization
renewal request received upon or after
the date of publication. Applications
from individuals having current Fed-
eral access authorizations may be proc-
essed more expeditiously and at less
cost, since the Commission may accept
the certification of access authoriza-
tion and investigative data from other
Federal Government agencies that
grant personnel access authorizations.

[62 FR 17687, Apr. 11, 1997]

§ 25.19 Processing applications.

Each application for access author-
ization or access authorization renewal
must be submitted to the CSA. If the
NRC is the CSA, the application and its
accompanying fee must be submitted
to the NRC Division of Security. If nec-
essary, the NRC Division of Security
may obtain approval from the appro-
priate Commission office exercising li-
censing or regulatory authority before
processing the access authorization or
access authorization renewal request.
If the applicant is disapproved for proc-
essing, the NRC Division of Security
shall notify the submitter in writing
and return the original application (se-
curity packet) and its accompanying
fee.

[62 FR 17688, Apr. 11, 1997]

§ 25.21 Determination of initial and
continued eligibility for access au-
thorization.

(a) Following receipt by the CSA of
the reports of the personnel security
investigations, the record will be re-
viewed to determine that granting an
access authorization or renewal of ac-
cess authorization will not endanger
the common defense and security and
is clearly consistent with the national
interest. If this determination is made,
access authorization will be granted or
renewed. If the NRC is the CSA, ques-
tions as to initial or continued eligi-
bility will be determined in accordance
with part 10 of chapter I. If another
agency is the CSA, that agency will,
under the requirements of the
NISPOM, have established procedures
at the facility to resolve questions as
to initial or continued eligibility for
access authorization. These questions
will be determined in accordance with
established CSA procedures already in
effect for the facility.

(b) The CSA must be promptly noti-
fied of developments that bear on con-
tinued eligibility for access authoriza-
tion throughout the period for which
the authorization is active (e.g., per-
sons who marry subsequent to the com-
pletion of a personnel security packet
must report this change by submitting
a completed NRC Form 354, ‘‘Data Re-
port on Spouse’’ or equivalent CSA
form).
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